DDMS 3.0 XML Schema 

Release Notes

Purpose


The purpose of this section of this document is to provide a brief description of the minor modifications made to DDMS 2.0 resulting in DDMS 3.0.  


Disposition, Approach, and Modifications
There are several changes to the XML Schema files with respect to the 3.0 release.  These changes take on 3 different natures; those that restrict backwards compatibility thereby forcing a new major release, those that restrict backwards compatibility for ill formed DDMS records, and those that hold no restriction on backwards compatibility.

The only change request that forced the release of a new major release was DDMS-CR-2009-12 which required DDMS to provide security markings on the DDMS card itself and to come into compliance with the new IC-ISM Version 2 specification.  These changes entailed:

1. Adding Resource Node Attributes to the Resource element

a. Requiring the Boolean value resourceElement to specify if the markings on the resource element govern the whole xml file the DDMS card is in.

b. Requiring the createDate attribute to give a creation/modification date of the DDMS record.

2. Adding ISM Root Node Attributes to the Resource element

a. Requiring the DESVersion (digital encryption security version) of the security markings

3. Adding the Security attributes to the Resource element

a. Requiring a security classification on the DDMS card

b. Requiring the owner producer of the DDMS card to be identified

c. Allowing any other IC-ISM security markings on the resource element

4. Requiring the ICISM:excludeFromRollup attribute to be specified as “true” on the security element.  This instructs any validation checking of the security markings on the DDMS card to identify that the security element security markings, which describe the security markings on the resource described by the card, as exempt from security marking rollup.

Changes that would restrict backwards compatibility of ill formed DDMS records entail:

1. Removed minOccurs=0 on Related Resource within the RelatedResourcesType (DDMS-CR-2009-07).  This forces a related resource to be identified if the RelatedResources tag is present.
2. Geospatial Coverage markings identifying CountryCode references must provide both the value of the country code and the qualification to identify the country code encryption scheme (DDMS-CR-2009-14).

Changes that have no affect on backwards compatibility are as follows:

1. Optional Security markings added to elements Source, Subject Coverage, Geospatial Coverage, Temporal Coverage, and Virtual Coverage (in support of DDMS-CR-2009-12)

2. Replaced creatorType, publisherType, contributorType, and pointOfContactType constructs with a single contactInfoType (DDMS-CR-2009-04).  This has no affect on the construction of DDMS cards.

3. Set the maxOccurs on DDMS extensions to unbounded to allow multiple extension approved extensions to be strapped onto DDMS (DDMS-CR-2009-08)

4. Added an Unknown entity defined to allow a name, a phone number and an email.  This entity, along with Person, Organization and Web Service, is allowed in any construct that is of type contactInfoType (DDMS-CR-2009-09)

5. Allows extensions to Subject Keyword and Subject Category such that other descriptive metadata about the subject tagging such as confidence or relevance can be added (DDMS-CR-2009-10).

6. GML namespace updated to reference GML 3.2.1 specification (DDMS-CR-2009-11)

Also, the XML Namespace has been modified to http://metadata.dod.mil/mdr/ns/DDMS/3.0/.
Note also that the IC-ISM XML Schema that is included in the download package is pre-release and not yet approved by the Intelligence Community.  The final released version is expected prior to Spring 2010.  
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